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Purpose of this policy  

The main aims of this policy are:  

• To ensure that employee are fully engaged in being vigilant about raising awareness; that they overcome 

professional disbelief that such issues will not happen at Netcom Training and ensure that we work 

alongside other professional bodies and agencies to ensure that our learners and employee are safe from 

harm because at Netcom Training, we are fully commiIed to safeguarding and promoJng the welfare of all 

learners and employee.   

• To uphold the principal objecJves of Netcom Training that all employee will understand what radicalisaJon 

and extremism are, and why we need to be vigilant.   

• To ensure that all learners and employee are aware of the policies in place to keep them safe from harm and 

that Netcom Training regularly reviews its systems to ensure they are appropriate and effecJve.   

• To ensure that Netcom Training’s curriculum promotes respect, tolerance, and diversity. Learners and 

employee are encouraged to share their views and recognise that they are enJtled to have their own 

different beliefs, which should not be used to influence others.   

• To strive to equip our learners and employee with confidence, self-belief, respect, and tolerance as well as 

seTng high standards and expectaJons for themselves. Netcom Training employee, contractors, associates, 

and volunteers will undertake appropriate training to ensure that they are clear about their role and the 

parameters of their responsibiliJes, including their statutory safeguarding duJes. Through various training 

opportuniJes within Netcom Training, we will ensure that our employee are fully aware of the threats, risks 

and vulnerabiliJes that are linked to radicalisaJon; are aware of the process of radicalisaJon and how this 

might be idenJfied early on and disseminate this to our learners. 

• In summary, Netcom Training aims to safeguard all individuals (employee and learners) who may be at risk of 

potenJally becoming involved in terrorist acJviJes and all employee have a responsibility to report any 

instances where they think they have idenJfied a Safeguarding issue to their Designated Safeguarding Team 

(DST). However, we do recognise that safeguarding against radicalisaJon is no different from safeguarding 

against any other vulnerability.  
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 Scope  

 

The Managing Director has overall responsibility for the Prevent Policy across the company in terms of its delivery to 

learners and employee. This includes the allocaJon of resources.   

The Head of Quality will support in shaping the policy and procedures and use the results of observaJons of prevent 

delivery and feedback to inform conJnuous improvement planning and CPD acJvity.   

Line managers will monitor the Prevent delivered within their department and ensure that employees are 

adequately inducted and trained in required processes and procedures.  

Employee are briefed during their inducJon phase on the Netcom Training Prevent Policy and have to undertake 

prevent training. They are aware of when it is appropriate to refer concerns about Learners to the Safeguarding 

Team.   

• Employee promote BriJsh Values:   

o Democracy  

o The rule of law,    

o Individual liberty  

o Mutual respect and tolerance for those with different faiths and beliefs  

• Trainers will cover BriJsh Values during InducJon  

• Training employee will embed PREVENT Awareness during training sessions   

• The Safeguarding team will distribute PREVENT newsleIers, as well as arrange acJve training as part of 

employee CPD  

• Prevent will be part of the Safeguarding curriculum  

Defini4on 

PREVENT   

The Prevent process works as a mulJ-agency response to offer support in safeguarding all employee and learners at 

risk of radicalisaJon; this includes support of, or parJcipaJon in, terrorist acJvity. Prevent is considered a “non-

criminal space”, so that those referred are not criminalised. One aspect of safeguarding is the PREVENT duty, which 

requires the EducaJon sector to have "due regard to the need to PREVENT people from being drawn into terrorism", 

supporJng terrorism, or being drawn into non-violent extremism.   

The Prevent strategy has three specific strategic objecJves:   
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• Respond to the ideological challenge of terrorism and the threat we face from those who promote it.   

• PREVENT people from being drawn into terrorism and ensure that they are given appropriate advice and    

support.   

• Work with sectors and insJtuJons where there are risks of radicalisaJon that we need to address.  

  

CONTEST   

Contest is the Government's Counter Terrorism Strategy, refreshed in 2018. The aim of the strategy is 'to reduce the 

risk to the UK and its ciJzens and interests overseas from terrorism, so that people can go about their lives freely and 

with confidence.' CONTEST has four strands, onen known as the four Ps:   

• PREVENT - to stop people from becoming terrorists or supporJng violent extremism.   

• PURSUE - to stop terrorist aIacks through disrupJon, invesJgaJon, and detecJon.   

• PREPARE - where an aIack cannot be stopped, to miJgate its impact.   

• PROTECT - to strengthen against terrorist aIack, including borders, uJliJes, transport infrastructure, and 

crowded places.  

Contest has recognised the evolving nature of terrorist aIacks, being more dynamic, requiring us to be more agile in 

our response. It acknowledges that technology is our biggest threat, suggesJng an increase in self-iniJaJve terrorists 

using wider online influences, leading to less fixed ideology and direcJon. An increasing risk from radicalising voices 

operaJng below the threshold for terrorism is creaJng a gateway for others to inspire violence. Importantly, the new 

strategy outlines the need for CT invesJgaJons to use a range of expert advice and use non-law enforcement 

intervenJons to tackle the threat.   

Channel   

Channel is an early intervenJon mulJ-agency process designed to safeguard vulnerable people from being drawn 

into violent extremist or terrorist behaviour. Channel works in a similar way to exisJng safeguarding partnerships 

aimed at protecJng vulnerable people. Channel is designed to work with individuals of any age who are at risk of 

being exploited by extremist or terrorist ideologues. The process is shaped around the circumstances of each person 

and can provide support for any form of radicalisaJon or personal vulnerabiliJes. Each Channel Panel is chaired by a 

local authority and brings together a range of mulJ-agency partners to collecJvely assess the risk and can decide 

whether a support package is needed. The group may include statutory and non-statutory partners, as well as lead 
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safeguarding professionals. If the group feels the person would be suitable for Channel, it will look to develop a 

package of support that is bespoke to the person. The partnership approach ensures those with specific knowledge 

and experJse around the vulnerabiliJes of those at risk can work together to provide the best support. Channel 

intervenJons are delivered through local partners and specialist agencies. The support may focus on a person’s 

vulnerabiliJes around health, educaJon, employment, or housing, as well as specialist mentoring or faith guidance 

and broader diversionary acJviJes such as sport. Each support package is tailored to the person and their 

circumstances. A person will always be informed first if it’s felt that they would benefit from Channel support. The 

process is voluntary, and their consent would be needed before taking part in the process. This process is managed 

carefully by the Channel Panel. Anyone can make a referral. Referrals come from a wide range of partners including 

educaJon, health, youth offending teams, police, and social services. Referrals are first screened for suitability 

through a preliminary assessment by the Channel Coordinator and the local authority. If suitable, the case is then 

discussed at a Channel panel of relevant partners to decide if support is necessary.   

  

  

Martyn’s Law’ - ProtectUK   

On Monday 19 December, the Government announced details for the Protect Duty, now to be known as ‘Martyn’s  

Law’ in tribute of Martyn HeI, who was killed alongside 21 others in the Manchester Arena terrorist aIack in 2017. 

The Homeland Security Group has provided a factsheet for OrganisaJons to socialise what the law will do, what the 

Jer system is and how the law will be managed. The legislaJon will apply across England, Wales, Scotland and 

Northern Ireland, as naJonal security is a reserved maIer for the UK Government.    Martyn’s Law will keep people 

safe, enhancing our naJonal security and reducing the risk to the public from terrorism by the protecJon of public 

venues.    It will place a requirement on those responsible for certain locaJons to consider the threat from terrorism 

and implement appropriate and proporJonate miJgaJon measures.   The legislaJon will ensure parJes are prepared, 

ready to respond and know what to do in the event of an aIack. BeIer protecJon will be delivered through 

enhanced security systems, employee training, and clearer processes.   Premises will fall within the scope of the duty 

where “qualifying acJviJes” take place. This will include locaJons for purposes such as entertainment and leisure, 

retail, food and drink, museums and galleries, sports grounds, public areas of local and central government buildings 

(e.g., town halls), visitor aIracJons, temporary events, places of worship, health, and educaJon. It is proposed that 

the duty will apply to eligible premises which are either: a building (including collecJons of buildings used for the 

same purposes, e.g. a campus); or a locaJon/event (including a temporary event) that has a defined boundary, 
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allowing capacity to be known. Eligible locaJons whose maximum occupancy meets the above specified thresholds 

will then be drawn into the relevant Jer.     

Therefore, premises will be drawn into the scope of the duty if they meet the following three tests:    

• That the premises is an eligible one – i.e., building or event with a defined boundary.     

• That a qualifying acJvity takes place at the locaJon.    

• That the maximum occupancy of the premises meets a specified threshold – either 100+ or 800+    

The Bill will impose a duty on the owners and operators of certain locaJons to increase their preparedness for and 

protecJon from a terrorist aIack by requiring them to take proporJonate steps, depending on the size and nature of 

the acJviJes that take place there.   ProporJonality is a fundamental consideraJon for this legislaJon. It will 

therefore establish a Jered model, linked to the acJvity that takes place at a locaJon and its capacity:    

• A standard Jer will drive good preparedness outcomes. Duty holders will be required to undertake simple yet 

effecJve acJviJes to improve protecJve security and preparedness. This will apply to qualifying locaJons with a 

maximum capacity of over 100. This could include larger retail stores, bars, or restaurants.     

• An enhanced Jer will see addiJonal requirements placed on high-capacity locaJons in recogniJon of the potenJal 

catastrophic consequences of a successful aIack. This will apply to locaJons with a capacity of over 800 people at 

any Jme. This could include live music venues, theatres, and department stores.    

There will be some limited exclusions and exempJons from the duty. This includes locaJons where transport security 

regulaJons already apply; and those that are vacant over a reasonable period or are permanently closed. Those with 

a large floor space and low occupancy in pracJce (e.g., warehouses and storage faciliJes) as well as offices and 

private residenJal locaJons, will not be in scope.  

  

  

Extremism  

 The Government has defined extremism as "vocal or acJve opposiJon to fundamental BriJsh values, including 

democracy, the rule of law, individual liberty and mutual respect and tolerance of different faiths and beliefs". This 

also includes calls for the death of members of the BriJsh armed forces.  
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Terrorism  

An acJon that endangers or causes serious violence to a person/people, causes serious damage to property, or 

seriously interferes or disrupts to an electronic system. The use of threat must be designed to influence the  

Government or to inJmidate the public and is made for advancing a poliJcal, religious, or ideological cause.   

RadicalisaHon  

RadicalisaJon is defined as the act or process of making a person more radical or favouring of extreme or 

fundamental changes in poliJcal, economic, or social condiJons, in sJtuJons, or habits of the mind. Extremism is 

defined as the holding of extreme poliJcal or religious views. People can be drawn into violence, or they can be 

exposed to the messages of extremist groups by many means. The risk of radicalisaJon is the product of several 

factors and idenJfying this risk requires that employee exercise their professional judgement, seeking further advice, 

as necessary. It may be combined with other vulnerabiliJes or maybe the only risk idenJfied. PotenJal indicators 

include:   

• Use of inappropriate language   

• Possession of violent extremist literature   

• Behavioural changes   

• The expression of extremist views   

• AdvocaJng violent acJons and means   

• AssociaJon with known extremists   

• Seeking to recruit others to an extremist ideology   

  

Procedures  

The Counter-Terrorism and Security Act 2015 places a duty on educaJon establishments  

Keeping Children Safe in EducaJon (2023) details the importance of educaJon around RSHE, Educate Against Hate 

and developing knowledge and understanding of BriJsh Values.   

The Human Rights Act (1998) and Equality Act (2010) have informed our Prevent Policy.   
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ReporHng a Concern  

• If it is brought to aIenJon that a person may be at risk of being radicalised or being drawn into terrorism 

then a referral is made to the safeguarding team  

• Safeguarding team to meet to discuss the referral  

• An allocated DSO will reach out to the individual to establish further informaJon. It may be deemed 

appropriate to discuss anything in the individual's life that might be affecJng their well-being or might make 

them vulnerable. 

• Referral form completed.  

• Safeguarding team discuss findings and decide upon appropriate acJon 

• Manage internally – monitor individual under the safeguarding process   

• Report the prevent concern directly to the police and/or the anJ-terrorist hotline – 0800-789321 and share 

the referral form  

• Police Prevent Team will carry out a police gateway assessment to decide if a case is appropriate for Channel  

• Referral to Channel – A mulJ-agency Channel panel is convened to address the risk of radicalisaJon 

• If not met the case is signposted to relevant partner agencies for other safeguarding support or early help  

Review   

   

This Policy will be reviewed annually or sooner if required  

  

  


